
55676 Federal Register / Vol. 61, No. 209 / Monday, October 28, 1996 / Notices

provide current guidance on methods
acceptable to the NRC staff for
complying with the NRC’s regulations
for ensuring that setpoints for safety-
related instrumentation are initially
within and remain within the licensee’s
technical specification limits. The guide
will endorse Part 1 of an Instrument
Society of America standard, ISA-
S67.04–1994, ‘‘Setpoints for Nuclear
Safety-Related Instrumentation.’’

The draft guide has not received
complete staff review and does not
represent an official NRC staff position.

Public comments are being solicited
on the guide. Comments should be
accompanied by supporting data.
Written comments may be submitted to
the Rules Review and Directives Branch,
Division of Freedom of Information and
Publications Services, Office of
Administration, U.S. Nuclear Regulatory
Commission, Washington, DC 20555.
Copies of comments received may be
examined at the NRC Public Document
Room, 2120 L Street NW., Washington,
DC. Comments will be most helpful if
received by December 31, 1996.

Although a time limit is given for
comments on this draft guide,
comments and suggestions in
connection with items for inclusion in
guides currently being developed or
improvements in all published guides
are encouraged at any time.

Comments may be submitted
electronically, in either ASCII text or
Wordperfect format (version 5.1 or
later), by calling the NRC Electronic
Bulletin Board on FedWorld. The
bulletin board may be accessed using a
personal computer, a modem, and one
of the commonly available
communications software packages, or
directly via Internet.

If using a personal computer and
modem, the NRC subsystem on
FedWorld can be accessed directly by
dialing the toll free number: 1–800–
303–9672. Communication software
parameters should be set as follows:
parity to none, data bits to 8, and stop
bits to 1 (N,8,1). Using ANSI or VT–100
terminal emulation, the NRC NUREGs
and RegGuides for Comment subsystem
can then be accessed by selecting the
‘‘Rules Menu’’ option from the ‘‘NRC
Main Menu.’’ For further information
about options available for NRC at
FedWorld, consult the ‘‘Help/
Information Center’’ from the ‘‘NRC
Main Menu.’’ Users will find the
‘‘FedWorld Online User’s Guides’’
particularly helpful. Many NRC
subsystems and data bases also have a
‘‘Help/Information Center’’ option that
is tailored to the particular subsystem.

The NRC subsystem on FedWorld can
also be accessed by a direct dial phone

number for the main FedWorld BBS,
703–321–3339, or by using Telnet via
Internet, fedworld.gov. If using 703–
321–3339 to contact FedWorld, the NRC
subsystem will be accessed from the
main FedWorld menu by selecting the
‘‘Regulatory, Government
Administration and State Systems,’’
then selecting ‘‘Regulatory Information
Mall.’’ At that point, a menu will be
displayed that has an option ‘‘U.S.
Nuclear Regulatory Commission’’ that
will take you to the NRC Online main
menu. The NRC Online area also can be
accessed directly by typing ‘‘/go nrc’’ at
a FedWorld command line. If you access
NRC from FedWorld’s main menu, you
may return to FedWorld by selecting the
‘‘Return to FedWorld’’ option from the
NRC Online Main Menu. However, if
you access NRC at FedWorld by using
NRC’s toll-free number, you will have
full access to all NRC systems but you
will not have access to the main
FedWorld system.

If you contact FedWorld using Telnet,
you will see the NRC area and menus,
including the Rules menu. Although
you will be able to download
documents and leave messages, you will
not be able to write comments or upload
files (comments). If you contact
FedWorld using FTP, all files can be
accessed and downloaded but uploads
are not allowed; all you will see is a list
of files without descriptions (normal
Gopher look). An index file listing all
files within a subdirectory, with
descriptions, is included. There is a 15-
minute time limit for FTP access.

Although FedWorld can be accessed
through the World Wide Web, like FTP
that mode only provides access for
downloading files and does not display
the NRC Rules menu.

For more information on NRC bulletin
boards call Mr. Arthur Davis, Systems
Integration and Development Branch,
U.S. Nuclear Regulatory Commission,
Washington, DC 20555, telephone
(301)415–5780; e-mail AXD3@nrc.gov.
For more information on this draft
regulatory guide, contact S.K. Aggarwal
at the NRC, telephone (301) 415–6005;
e-mail SKA@nrc.gov.

Regulatory guides are available for
inspection at the Commission’s Public
Document Room, 2120 L Street NW.,
Washington, DC. Requests for single
copies of draft or final guides (which
may be reproduced) or for placement on
an automatic distribution list for single
copies of future draft guides in specific
divisions should be made in writing to
the U.S. Nuclear Regulatory
Commission, Washington, DC 20555.
Attention: Distribution and Mail
Services Section; or by fax at (301) 415–
2260. Telephone requests cannot be

accommodated. Regulatory guides are
not copyrighted, and Commission
approval is not required to reproduce
them.
(5 U.S.C. 552(a))

Dated at Rockville, Maryland, this 7th day
of October 1996.

For the Nuclear Regulatory Commission.
Lawrence C. Shao,
Director, Division of Engineering Technology,
Office of Nuclear Regulatory Research.
[FR Doc. 96–27559 Filed 10–25–96; 8:45 am]
BILLING CODE 7590–01–P

POSTAL SERVICE

Specifications for Information Based
Indicia Program ‘‘Host Systems’’

AGENCY: Postal Service.
ACTION: Notice of proposed IBIP Host
System specification with request for
comments and announcement of IBIP
Technology Symposium.

SUMMARY: Historically, postage meters
have been mechanical and
electromechanical devices that (1)
maintain through mechanical or
electronic ‘‘registers’’ (postal security
devices) an account of all postage
printed and the remaining balance of
prepaid postage, and (2) print postage
indicia that are accepted by the Postal
Service as evidence of the prepayment
of postage. Two proposed specifications
have been published on these subjects,
and are entitled ‘‘Information Based
Indicia Program (IBIP) Postal Security
Device (PSD) Specification [Draft]’’ and
‘‘Information Based Indicia Program
(IBIP) Indicium Specification [Draft].’’
(See Federal Register notices Vol. 61,
No. 128, Tuesday, July 2, 1996, and Vol.
61, No. 136, Monday, July 15, 1996.)
The proposed IBIP Host System
specification is another specification
document intended to provide technical
information relevant to the development
and production of IBI products. The
U.S. Postal Service is seeking comments
on this specification.

The Postal Service also seeks
comments on intellectual property
issues raised by the IBIP Host System
specification if adopted in present form.
If an intellectual property issue includes
patents or patent applications covering
any implementations of the
specification, the comments should
include a listing of such patents and
applications and the license terms
available for such patents and
applications.

Also, the Postal Service will be
hosting a technology symposium at the
Booz-Allen & Hamilton conference
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Center, 8283 Greensboro Drive, McLean,
VA on November 25–26, 1996. The
purpose of the technology symposium
will be to expand the Postal Service’s
perspective of IBIP by including
presentations from the public. Focus
areas for the symposium include:
indicium symbology, indicium printing,
indicium scanning, and cryptography.
Vendors are invited to host
‘‘demonstration/consultation areas’’
during the symposium.
DATES: Comments on the IBIP Host
System specification will be accepted
until January 27, 1997. Comments
addressing intellectual property issues
must be received on or before Dec. 24,
1996.

Reservations to attend the IBIP
technology symposium may be made by
calling Terry Goss at (202) 268–3757 or
Gloria Valcin at (202) 268–5586.
Reservations for attendance may be
made until November 21; however, we
encourage early registration as seating is
limited. Reservations for
‘‘demonstration/consultation areas’’ at
the symposium may be made by calling
Katrina Snow at (703) 902–5325.
Reservations for vendor space for
‘‘demonstration/consultation areas’’
may be made until November 15, based
on space availability.
ADDRESSES: Copies of the IBIP Host
System Specification may be obtained
from: Terry Goss, United States Postal
Service, 475 L’Enfant Plaza SW., Room
8430, Washington, DC 20260–6807.
Mail or deliver written comments on the
IBIP Host System specification to:
Manager, Retail Systems and
Equipment, United States Postal
Service, 475 L’Enfant Plaza SW., Room
8430, Washington, DC 20260–6807.
FOR FURTHER INFORMATION CONTACT:
Terry Goss: (202) 268–3757.
SUPPLEMENTARY INFORMATION: There are
approximately 1.5 million postage
meters in use in the United States which
collectively account for approximately
$20 billion in postal revenue annually.
The manufacture and use of postage
meters is governed by Postal Service
regulations (see 39 CFR Part 501;
Domestic Mail Manual P030). For
several years USPS has been actively
proposing a solution of the problem of
inadequate postage meter security. To
respond to the threat of fraudulent use
of meters by physical tampering, USPS
intends to decertify and remove from
the market, in risk-driven phases, all
postage meters using mechanical
registers. Another problem USPS has
faced is that currently available meter
indicia are susceptible to counterfeiting.
The Postal Service is exploring using
current technology special purpose

units such as computers and
independent printers to provide prepaid
postage.

The Information Based Indicia
Program (IBIP) is a Postal Service
initiative supporting the development
and implementation of a new form of
postage indicia. USPS envisions that the
new indicium standard may eventually
support new or existing products and
services. Specific products and services
have not been determined. An ‘‘IBIP
Indicium’’ substitutes for a postage
stamp or a postage meter imprint as
evidence of the fact that postage has
been paid on mailpieces. An ‘‘IBIP
Postal Security Device’’ provides
cryptographic signature, financial
accounting, indicium creation, device
authorization, and audit functions. An
‘‘IBIP Host System’’ provides the
interface between functions performed
by the IBIP Postal Security Device and
the IBIP Indicium.

The goal for IBIP is to provide an
environment in which customers can
apply postage through new technologies
that improve postal revenue security.
The IBIP indicia is expected eventually
to replace all metered postage imprints
that rely on letter press printing
technology. This requires a new form of
postage indicia and the adoption of
standards to facilitate industry
investment and product development.

It is emphasized that this proposed
standard is being published for
comments and is subject to final
definition.

Although exempt from the notice and
comment requirements of the
Administrative Procedure Act (5 U.S.C.
§§ 553 (b), (c)) regarding proposed
rulemaking by 39 U.S.C. § 410 (a), the
Postal Service invites public comments
on the proposed specifications.
Stanley F. Mires,
Chief Counsel, Legislative.
[FR Doc. 96–27349 Filed 10–25–96; 8:45 am]
BILLING CODE 7710–12–P

RAILROAD RETIREMENT BOARD

Proposed Collection; Comment
Request

SUMMARY: In accordance with the
requirement of Section 3506 (c)(2)(A) of
the Paperwork Reduction Act of 1995
which provides opportunity for public
comment on new or revised data
collections, the Railroad Retirement
Board (RRB) will publish periodic
summaries of proposed data collections.

Comments are invited on: (a) Whether
the proposed information collection is
necessary for the proper performance of
the functions of the agency, including

whether the information has practical
utility; (b) the accuracy of the RRB’s
estimate of the burden of the collection
of the information; (c) ways to enhance
the quality, utility, and clarity of the
information to be collected; and (d)
ways to minimize the burden related to
the collection of information on
respondents, including the use of
automated collection techniques or
other forms of information technology.

Title and purpose of information
collection: Application for Spouse
Annuity Under the Railroad Retirement
Act; OMB 3220–0042.

Section 2(c) of the Railroad
Retirement Act (RRA), provides for the
payment of annuities to spouses of
railroad retirement annuitants who meet
the requirements under the RRA. The
age requirements for a spouse annuity
depend on the employee’s age and date
of retirement and the employee’s years
of railroad service. The requirements
relating to the annuities are prescribed
in 20 CFR 216, 218, 219, 232, and 295.

The RRB uses Form AA–3,
Application for Spouse/Divorced
Spouse Annuity, to obtain the
information needed to determine an
applicant’s entitlement to an annuity
and the amount of the annuity.
Completion is required to obtain a
benefit. One response is requested of
each respondent.

The RRB proposes to revise Form
AA–3 to add items that secure
information pertaining to the direct
deposit of benefits and Medicare
processing and delete items no longer
required. Language required by the
Paperwork Reduction Act of 1995, will
be added as well as other minor
cosmetic and editorial changes. The
RRB estimates that 10,800 AA–3’s are
completed annually at an estimated
completion time of 33 to 58 minutes per
response. Total respondent burden is
estimated at 5,982 hours.

ADDITIONAL INFORMATION OR COMMENTS:
To request more information or to
obtain a copy of the information
collection justification, forms, and/or
supporting material, please call the RRB
Clearance Officer at (312) 751–3363.
Comments regarding the information
collection should be addressed to
Ronald J. Hodapp, Railroad Retirement
Board, 844 N. Rush Street, Chicago,
Illinois 60611–2092. Written comments
should be received within 60 days of
this notice.
Chuck Mierzwa,
Clearance Officer.
[FR Doc. 96–27518 Filed 10–25–96; 8:45 am]
BILLING CODE 7905–01–M
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